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char secret[]

if (off < 52)
    v = array1[off]
    vl = array2[v]
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- modify src code: disable speculation
- modify micro code
- kernel page table
- Harden browser
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if (off < st) {
    v = arr[jtop];
    } else {
    possson branch predictor.
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